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Аннотация

Данный документ является руководством системного программиста (системного администратора) «Защита приложения от несанкционированного запуска и копирования».

В документе приводится необходимая информация по установке и настройке программного обеспечения, а также сведения по его администрированию.
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# 1. Общие сведения о программе

## 1.1. Назначение и функции программы

Программное обеспечение «Сервер аутентификации» осуществляет следующие функции:

* Отвечает на запросы сетевых клиентов;
* Проверяет корректность полученных от клиентов данных;
* Параллельно обрабатывает несколько клиентов
* Воспринимает команды администратора сервера

Программное обеспечение «Сервер аутентификации» осуществляет следующие функции:

* Запускает целевую программу
* При первом запуске запрашивает лицензионный ключ и проверять его корректность
* При повторном запуске проверяет соответствие лицензионного ключа параметрам системы

## 1.2. Необходимые ресурсы

## 1.2.1. Необходимое техническое обеспечение

Минимальный необходимый набор программно-аппаратных средств необходимых для функционирования:

**Windows**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Platform** | **CPU Architecture** | **Version** | **Introduced In** | **Notes** |
| Windows 10 | x86 (32-bit) |  | 1.7.0\_85 |  |
| Windows 10 | x64 (64-bit) |  | 1.7.0\_85 |  |
| Windows 8 | x86 (32-bit) |  | 1.7.0\_10 | Modern UI (i.e. Metro Mode) is not supported |
| Windows 8 | x64 (64-bit) |  | 1.7.0\_10 | Modern UI (i.e. Metro Mode) is not supported |
| Windows 7 | x86 (32-bit) | SP1 | 1.7.0 |  |
| Windows 7 | x64 (64-bit) | SP1 | 1.7.0 |  |
| Windows Vista | x86 (32-bit) | SP2 | 1.7.0 |  |
| Windows Vista | x64 (64-bit) | SP2 | 1.7.0 |  |

## 1.3. Обзор данного документа

Руководство системного программиста (администратора) состоит из следующих разделов:

* раздел «Общие сведения» содержит общие сведения о программном продукте и данном руководстве, а также требования к аппаратуре и сторонним программным средствам;
* раздел «Структура программы» содержит сведения о структуре программы и ее составных частях;
* раздел «Настройка программы» содержит сведения об установке
* раздел «Проверка программы» содержит программу проверки работоспособности программного обеспечения.

# 2. Структура программы

Структурно программное обеспечение разделено на две функциональные подсистемы, отвечающие за обеспечение определенных функций изделия.

## Прикладная программа

Прикладная программа состоит из четырех подсистем.

**Подсистема Net**

Позволяет взаимодействовать с сервером.

Файл NetClient.h – отвечает за взаимодействие клиентской программы с сервером аутентификации. Предоставляет возможность отправки на сервер данных о системе и лицензионный ключ. В ответ, предоставляет информацию о активационном ключе. При неверных входных данных, возвращает код ошибки.

**Подсистема Program**

Позволяет запускать целевую программу.

Файл MyProgram.h – целевая программа, для которой организованна вся система защиты. Ее запуск осуществляется только при подтверждении корректности лицензионного ключа. Точка запуска программа MyProgram.run(). В данной место может быть подставлена любая другая программа.

**Подсистема Repository**

Позволяет хранить данные.

Файл MemberRepository.h – интерфейс для хранения данных.

Файл LocalRepository.h – реализация интерфейса MemberRepository, позволяющая хранить данные в текстовом файле в json формате.

**Подсистема Protetion**

Осуществляет проверку наличия лицензии для запуска целевой программы.

Файл Protect.h – предоставляет интерфейс для проверки лицензии программы с помощью сервера аутентификации.

Файл sha256.h – необходим для проверки корректности активационного ключа.

## Сервер аутентификации

Сервер состоит их трех подсистем

**Подсистема Commander**

Файл Commander.h позволяет выполнять команды администратора сервера.

**Подсистема LicenseCheck**

Файл LicenseChecker.h – позволяет проверить параметры полученный от клиента. Возвращает код ошибки при неудаче или активационный ключ при успехе.

Файл DataAccessObject.h – позволяет обращаться к базе данных

Файл sha256 – позволяет генерировать активационный ключ.

**Подсистема TSPServer**

Файл TSPServer.h – позволяет обрабатывать всех клиентов, подключающихся к серверу.

# 3. Установка и настройка программы

## 3.1. Состав установочного комплекта

* Исходные коды сервера аутентификации – файлы Commander.cpp, Commander.h, DataAccessObject.cpp, DataAccessObject.h, LicenseChecker.cpp, LicenseChecker.h, main.cpp, sha256.cpp, sha256.h, TSPServer.cpp, TSPServer.h, библиотека sqlite3.
* База данных licenses.db, со списком лицензионных ключей.
* Исходные коды прикладной программы – файлы LocalRepository.cpp, LocalRepository.h, main.cpp, MemberRepository.h, MyProgram.cpp, MyProgram.h, NetClient.cpp, NetClient.h, Protect.cpp, Protect.h, sha256.cpp, sha256.h, библиотека rapidjson, файл данных data.txt.

**3.2. Установка программы**

Компиляция рабочего проекта осуществляется с помощью IDE. Порядок создания обеих программ следующий:

1. Открыть IDE, создать новый проект, используя существующие файлы исходного кода

2. Скомпилировать программу

3. Запустить программу

## 3.3. Деинсталляция программы

Для деинсталляции программы необходимо:

1. Удалить сгенерированный exe файл

2. Удалить исходные коды

# 4. Проверка программы

Методики проверки работоспособности программы описаны в документе” Программа и методика испытаний”.